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本文件按照GB/T 1.1—2020《标准化工作导则 第1部分：标准化文件的结构和起草规则》的规定起草。

本文件是DB11/T 159《市政交通一卡通技术规范》的第6部分。DB11/T 159已经发布了以下部分：

——第1部分：总则；

——第2部分：卡片；

——第3部分：终端；

——第4部分：安全；

——第5部分：检测；

——第6部分：移动支付。

本文件由北京市交通委员会提出并归口。

本文件由北京市交通委员会组织实施。

本文件主要起草单位：北京市政交通一卡通有限公司、北京市智慧交通发展中心。

本文件主要起草人员：

本文件及其所代替文件的历次版本发布情况为：

——本次为首次发布。

市政交通一卡通技术规范

第6部分：移动支付

1. 范围

本文件规定了市政交通一卡通系统移动支付的组成、功能，及安全单元、可信服务管理系统、客户端软件技术和管理要求。

本文件适用于市政交通一卡通系统移动支付的规划、设计、研发、运营、管理和维护。

1. 规范性引用文件

下列文件中的内容通过文中的规范性引用而构成本文件必不可少的条款。 其中，注日期的引用文件，仅所注日期对应的版本适用于本文件；不注日期的引用文件，其最新版本（包括所有的修改单）适用于本文件。

JT/T 978 城市公共交通IC卡技术规范

JT/T 1059 交通一卡通移动支付技术规范

DB11/T 159.2 市政交通一卡通技术规范 第2部分：卡片

DB11/T 159.4 市政交通一卡通技术规范 第4部分：安全

1. 术语和定义

DB 11/T 159.1界定的以及下列术语和定义适用于本文件。

* 1.

初始化 initialization

在卡发行前，由卡的发行机构对IC卡进行格式化，并在卡中写入卡的发行信息的过程。

* 1.

安全单元 secure element （SE）

 负责对具有安全认证的交易关键数据的安全存储和运算，且支持多应用管理及运行安全的移动支付安全载体。

[来源：JT/T 1059.1—2016,3.12]

* 1.

个人化 personalization

SE发行者职责的最后流程，通过该流程配置SE、装载安全参数和设置密钥。个人化流程结束后，SE就可以完全操作并可发到最终用户手中。

[来源：JT/T 1059.8—2016,3.16]

* 1.

移动支付 mobile payment

用户使用移动支付终端对所消费的服务进行账务支付的一种方式。

[来源：JT/T 1059.1—2016,3.2，有修改]

* 1.

支付平台 payment platform

为用户提供货币支付及资金清算等服务的第三方平台。

* 1.

密钥 key

对数据进行加密时使用的秘密参数，可利用密钥对密文解密，使原数据文件恢复。

* 1.

终端设备 terminal

能完成一卡通卡应用的IC卡读写设备，从物理配置上分为A、B两类终端，两类终端都可以用来实现充值、消费或服务功能。

* 1.

移动支付终端 mobile payment terminal

具有交通一卡通移动支付应用及移动通讯能力的终端设备。

[来源：JT/T 1059.1—2016,3.3]

* 1.

典型交易时间 currently transaction time

完成一次正常消费交易的卡片处理时间，这个时间是从终端寻卡成功，到终端接收到卡片返回的最后一条指令为止，包括卡片密钥计算、电子钱包消费、复合应用消费、读写卡片信息等与卡片交互的时间，不包括其他非卡片处理时间。

* 1.

安全域 security domain

负责对某个SE外实体（例如SE发行方、应用提供方、授权管理者）的管理、安全、通信需求进行支持的SE内实体。

[来源：JT/T 1059.1—2016,3.14]

* 1.

应用提供方 application provider

提供支付应用的主体。

[来源：JT/T 1059.1—2016,3.16]

* 1.

SE发行方 SE issuer

为用户提供SE发行服务的主体。

[来源：JT/T 1059.1—2016,3.17]

* 1.

可信服务管理 trusted service management （TSM）

由可信第三方提供的安全载体生命周期管理、应用生命周期管理和应用管理等服务。

[来源：JT/T 1059.1—2016,3.18]

* 1.

SE发行方可信服务管理 SE issuer trusted service management （SE-TSM）

为SE发行方提供的承载SE生命周期管理服务的可信服务管理。

[来源：JT/T 1059.1—2016,3.21，有修改]

* 1.

应用提供方可信服务管理 service provider trusted service management （SP-TSM）

为用户提供的承载应用生命周期管理服务的可信服务管理。

[来源：JT/T 1059.1—2016,3.22]

* 1.

客户端 client

用于提供用户接口界面，与SE配合实现SE管理及应用管理功能的应用软件。

[来源：JT/T 1059.6—2016,3.1]

1. 缩略语

DB 11/T 159.1界定的以及下列缩略语适用于本文件

AID：应用标识符（Application Identifier）

AMSD：授权管理权限安全域（Security Domain with Authorized Management privilege）

APDU：应用协议数据单元（Application Protocol Data Unit）

API：应用程序接口（Application Programming Interface）

COS：卡片操作系统（Chip Operating System）

CPU：中央处理单元（Central Process Unit）

CSN ：芯片序列号（Chip Serial Number）

DES：数据加密标准（Data Encryption Standard）

DMSD：委托管理权限安全域（Security Domain with Delegated Management privilege）

FASD：最终应用权限安全域（Security Domain with Final Application privilege）

FCI：文件控制信息（File Control Information）

MAC：报文验证码（Message Authorization Code）

OPEN：全球环境（GlobalPlatform Environment）

OS：操作系统（Operating system）

PCD：接近耦合设备（Proximity Coupling Device）

PIN：个人识别码（Personal Identification Number）

PKI：公开密钥基础设施（Public Key Infrastructure）

PPSE：近距离支付系统环境（Proximity Payment Systems Environment）

ROM：只读存储器（Read Only Memory）

RSA：一种非对称加密算法（Rivest,Shamir,Adleman）

SE：安全单元 （Secure Element）

SE-TSM：SE发行方可信服务管理系统（SE Issuer Trusted Service Management）

SP-TSM：应用提供方可信服务管理平台（Service Provider Trusted Service Management）

SSL：安全套接字层(Secure Socket Layer)

TAC：交易验证码（Transaction Authorization Code）

TCP/IP：传输控制协议/网际协议(Transfer Control Protocol/ Internet Protocol)

TLS：传输层安全协议（Transport Layer Security）

TSD：交通一卡通辅助安全域（Transport Security Domain）

TSM：可信服务管理（Trusted Service Management）

UDP：用户数据报协议（User Dataprogram Protocol）

WTLS：无线传输层安全协议（Wireless Transport Layer Security）

1. 移动支付系统
	1. 系统组成

市政交通一卡通移动支付系统主要由安全单元（SE）、客户端软件、可信服务管理系统组成。以SE为载体，客户端软件为用户入口，依靠安全、可靠的网络，通过统一的数据接口，实现开卡、充值、消费等功能。

市政交通一卡通移动支付系统框架见图1。



1. 系统组成
	1. 系统功能
		1. 安全单元

安全单元（SE）主要分为SIM卡、全终端、外置式SE等类型。安全单元负责存储密钥、证书等机密信息，进行密码计算，为移动支付各参与方提供SE信息，为应用提供方提供辅助安全域管理、移动支付应用下载授权等功能。

* + 1. 可信服务管理系统

可信服务管理系统（TSM系统）由SE发行方可信服务管理平台（SE-TSM平台）和应用提供方可信服务管理平台（SP-TSM平台）组成，本规范中仅对可信服务管理系统功能、业务及流程进行规定。

1. SE-TSM平台负责管理SE载体与多应用管理。SE载体管理包括SE的生命周期管理；多应用管理包括应用提供方管理、辅助安全域的生命周期管理、应用存储与发布、应用管理授权和应用生命周期管理。
2. SP-TSM平台负责对本机构自有应用进行管理，确保自有应用能进行空中下载、充值等。
	* 1. 客户端软件

客户端软件负责连接手机终端与市政交通一卡通移动支付系统各参与方的后台，以图文界面方式在支付应用中为用户提供开卡、消费、充值、退卡、迁卡等功能应用。

1. 安全单元
	1. 一般性要求
		1. 物理特性

通过手机内置SE模块模拟非接触式IC卡，其物理特性、非接触通道的电气特性和传输协议应符合JT/T 978.5的要求。

本文件对SE的外形尺寸和触点定义等物理特性不作规定。

* + 1. 接触通道

SE模块的接口应提供主处理器和外部读写器访问SE模块的通路。SE模块的接口，电气特性和传输协议不做规定。

* + 1. 非接触通道

非接触通道的电气特性和传输协议应符合JT/T 978.5的要求，保证SE与读写终端的兼容性。

* + 1. 逻辑结构

 SE包括接触通道和非接触通道，接触通道和非接触通道应具有并发处理能力，且互不影响，SE的逻辑结构如图2所示。



1. 安全单元逻辑结构
	* 1. 硬件方案结构

应符合JT/T 1059.2中的相关规定。

* + 1. 供电要求

当移动支付终端处于开机状态，或处于关机状态但电池仍能通过电源管理系统正常提供电源能量时，内置SE模块可使用移动支付终端的电池作为电源能量；当移动支付终端的电池被取下，或电池无法通过电源管理系统正常提供电源能量时，内置SE模块可选择使用非接触芯片从终端设备的工作场中感应得到的电源能量。

在内置SE模块可获得正常工作所需的电源能量的情况下，应能正常执行市政交通一卡通移动支付应用。

* 1. 多应用管理
		1. 基本功能

移动支付应用中，SE作为移动支付的安全载体，除应对交易关键数据进行安全存储和运算，确保进行的敏感交易具有安全认证和不可抵赖性外，还应支持多应用动态管理及运行安全。移动支付SE多应用管理主要功能包括：

1. 支持应用动态下载：支持在SE发行后，SE发行者或服务提供者根据业务扩充的需求，在SE上动态加载新的应用供用户下载使用；
2. 支持多应用共存：通过将SE上不同的应用关联至相应的安全域，可确保不同应用间安全运行，互不影响，有效解决一卡多账户问题；
3. 支持与应用相匹配的安全策略：通过为不同的安全域实现其对应的安全通道，确保不同应用采取与之匹配的安全策略与SE外部实体进行鉴权及安全会话。

根据移动支付多应用需求，SE应实现多应用平台嵌入式软件，SE多应用平台软件由安全域、全局服务应用、运行时环境、平台环境等系列组件构成，为SE上的应用和卡外管理系统提供了独立于硬件和厂商的接口。

* + 1. 安全域
1. 安全域提供各类安全服务，包括密钥管理、加密解密、针对其提供者(发卡机构、应用提供方、授权管理者)的应用进行数字签名的生成与验证。当发卡机构、应用提供方、授权管理者等卡外实体需要将用到的安全服务进行隔离时，需通过安全域实现。
2. 根据授权机构不同，SE安全域可以划分为两种主要类型：
3. ISD：SE上首要的、强制性存在的安全域，是SE管理者(通常是发行方)在SE内的代表；
4. SSD：SE上次要的、可选择地存在的安全域，是应用提供方或发行方及其代理方在SE内的代表。
	* 1. 全局服务应用

全局服务应用是向其他应用提供者（如SE持有者）提供验证方法等的服务。安全单元上存在一个或者多个全局服务应用。

* + 1. 运行时环境

SE平台运行在一个安全的运行时环境之上。运行时环境向所有应用提供硬件中立应用编程接口，确保各个应用的代码和数据能相互区隔、安全存储，负责执行空间分配机制，提供服务，用以完成SE和SE外部实体之间的通信。

* + 1. 平台环境
1. SE平台环境的主要功能包括：向应用提供API、命令转发、应用选择、逻辑通道管理以及SE内容管理。
2. SE平台环境应拥有一个内部的全局平台注册表，并将其作为信息资源进行SE的内容管理。全局平台注册表包含管理SE、可执行装载文件、应用、安全域关联以及权限所需信息。
	* 1. 平台API

SE可通过平台API向应用提供各种服务，如持卡方验证服务、个人化服务、安全服务等，也可通过平台API提供SE内容管理服务，如SE锁定或应用生命周期状态更新服务。

* + 1. SE应用管理

SE的主要任务是管理其内部的安全域和各类应用，而各类应用在通过平台指令下载至SE上后即以可执行装载文件的形式定义并存在，一个可执行装载文件可保存在：

1. SE内不可改变的存储区（ROM）中：在这种情况下，可执行装载文件在SE生产过程中就被装载到SE中，并且不可被改变（可以被禁止）；
2. SE内可变存储区中：在这种情况下，可执行装载文件可以在发行前阶段或发行后阶段被装载或删除。

已下载并保存至SE的每一个可执行装载文件可包含一个或多个可执行模块，即应用代码。应用的安装过程即从一个可执行模块里创建一个应用实例并连同该应用相关的数据一起放入SE的可变存储区中，同时此应用将被转化为已安装状态。此后本应用的生命周期状态转换可参见4.2.8中应用生命周期管理。

任何应用的实例及其相关的数据都可以被移除。一个SE将支持多个可执行装载文件、多个可执行模块以及多个应用同时存在。

* + 1. 生命周期模型

应符合JT/T 1059.2中的相关规定。

* 1. 基本命令

应符合JT/T 1059.2中的相关规定。

* 1. 密钥要求

应符合JT/T 1059.2中的相关规定。

* 1. 安全通信

SE安全通信采用SCP02安全通道机制或SCP03安全通道机制，在SECURED状态后，所需的APDU命令的最低安全级别要求见表1。

1. SCP02/SCP03 APDU命令的最低安全级别要求

|  |  |
| --- | --- |
| 指令 | 最低安全级别 |
| INITIALIZE UPDATE  | 无 |
| EXTERNAL AUTHENTICATE  | C-MAC （‘01’） |

* 1. 应用个人化服务
		1. 基本功能

应用安装后需要加载个人化数据，包括密钥、发卡机构应用数据。应用能够通过安全通信和其相关安全域提供的密钥解密服务来管理个人化数据的安全下载。

SE应支持以下两种方式实现个人化服务：

1. 使用运行时消息流；
2. 使用安全域访问。
	* 1. 运行时消息流

应符合JT/T 1059.2中的相关规定。

* + 1. 安全域访问

应符合JT/T 1059.2中的相关规定。

* 1. 应用选择服务

SE应用选择服务应包括以下两种：

1. 受理环境选择市政交通一卡通支付应用，非接触途径要求提供PPSE选择，按照JT/T 978.2中相关PPSE选择流程要求，通过FCI模板返回应用AID列表；
2. 移动终端上的应用管理客户端直接使用SELECT AID方式，选择市政交通一卡通支付应用。
3. 典型业务
	1. 业务分类

根据移动支付终端应用场景的不同，典型业务可分为六类：开卡、消费、充值、退卡和迁卡。其中，电子钱包的具体应用要求见JT/T 978.2，交互流程见JT/T 978.3。

* 1. 开卡
		1. 交易模型

用户通过移动支付终端发起开卡请求，完成SE应用创建的过程。开卡交易模型如下图3：



标引序号说明：

1——移动支付终端请求SE-TSM平台进行SE安全域初始化，并下载应用、安装应用。

2——移动支付终端请求SP-TSM平台生成应用个人化数据，完成开卡。

3­——SP-TSM平台同步开卡信息到总中心计算机处理系统，完成卡片账户创建。

1. 开卡交易模型
	1. 消费
		1. 交易模型

用户通过移动支付终端与终端设备或支付平台交互进行支付，并在交易完成后将交易通知或文件转发至总中心计算机处理系统进行处理。消费交易模型如下图4：



1. 消费交易模型
	* 1. 典型交易时间

典型交易时间要求应符合 DB11/T 159.2中的相关规定。

* 1. 充值
		1. 交易模型

用户通过移动支付终端请求TSM完成SE应用充值的过程，充值的交易模型如下图5：



标引序号说明：

1——用户通过移动支付终端向支付平台发起银行账户或第三方账户资金的支付。

2­——移动支付终端向SP-TSM平台发起充值请求。SP-TSM平台向支付平台确认支付结果，下发充值脚本更新移动支付终端中SE应用的余额。

3­——SP-TSM平台收到充值结果，并上送充值交易到总中心计算机处理系统。

1. 充值交易模型
	1. 退卡
		1. 交易模型

用户通过移动支付终端请求TSM平台删除SE应用并退还余额的过程。退卡交易模型如下图6：



标引序号说明：

1——用户通过移动支付终端发起退卡请求到SP-TSM，SP-TSM平台下发退卡脚本。

2——SP-TSM平台收到退卡脚本执行结果后，同步退卡信息到总中心计算机处理系统。

3­——SE-TSM平台通知移动支付终端删除SE应用。

1. 退卡交易模型
	1. 迁卡
		1. 交易模型

用户将移动支付终端上的一个SE应用迁移到另一台移动支付终端上的过程，迁移前后SE应用数据完全一致。迁卡交易分为迁出、迁入两个步骤，迁出交易模型如下图7：



标引序号说明：

1——用户通过移动支付终端发起迁出SE应用请求到SP-TSM，SP-TSM下发迁出指令脚本。

2——SP-TSM确认迁出结果，发送迁出信息到总中心计算机处理系统。

3——SE-TSM确认迁出结果，发送删除SE中已迁出应用指令。

1. 迁出交易模型

­迁入交易模型如图8：



标引序号说明：

1——用户通过移动支付终端发起SE应用迁入请求到SP-TSM。

2——SP-TSM从总中心计算机处理系统获取迁入SE应用数据。

3——SE-TSM初始化移动支付终端中SE，并下载、安装应用。

4——SP-TSM下发SE应用个人化脚本，迁入SE应用。

5­——SP-TSM收到迁入结果后，同步迁入信息给总中心计算机处理系统。

1. 迁入交易模型
2. 可信服务管理系统
	1. 系统功能

可信服务管理系统由SE-TSM和SP-TSM组成，可信服务管理系统提供的功能如下：

1. 机构接入：应用提供方机构的接入；
2. 应用注册：包括应用审查、应用AID（包括包AID、类AID和实例AID）分配；
3. SE可信管理：包括SE的注册；
4. SE开放共享：包括应用提供方SSD的创建、删除、锁定解锁、个人化、终止、状态查询、应用操作授权等功能；
5. SE载体管理：包括SE的生命周期管理；
6. 多应用管理：包括应用提供方管理、辅助安全域的生命周期管理、应用存储与发布、应用管理授权、应用生命周期管理；
7. 应用管理：包括应用空中下载、充值等；
	1. 接入机构管理

SE-TSM根据SP-TSM平台运营方和应用提供方提交的注册申请信息为其分配机构ID。注册完成后，SE-TSM允许SP-TSM平台运营方接入并提供服务。

* 1. 应用配置管理
		1. 基本要求

可信服务管理系统负责管理应用提供方SSD，为市政交通一卡通移动支付应用统一分配应用AID(包括包 AID、类AID和实例AID)，并对应用的注册、测试、暂停、上线发布和下线进行管理。

* + 1. AID分配原则

AID由应用提供者标识符(RID)、专有标识符、应用类型标识符、机构代码、应用编码、保留位和序号编码构成。可信服务管理系统统一为交通行业移动支付应用或安全域分配唯一的AID。

参照ISO7816-4的要求，可信服务管理系统对交通行业支付应用和安全域分配的AID编码要求见表2、表3。

1. 应用AID编码规则

|  |
| --- |
| AID |
| RID | PIX |
| 业务/应用编码 | 保留 | 序号编码 |
| B1～B5 | B6-B14 | B15 | B16 |
| 5字节 | 9字节 | 1字节 | 1字节 |
| 注1：RID：取五个字节常数值（十六进制表示）。注2：业务/应用编码：9字节。注3：保留：保留为将来扩展。注4：序号：0-F。 |

1. 辅助安全域AID编码规则

|  |
| --- |
| AID |
| RID | PIX |
| 业务/应用编码 | 保留 | 序号编码 |
| B1～B5 | B6-B14 | B15 | B16 |
| 5字节 | 9字节 | 1字节 | 1字节 |
| 注1：RID：取五个字节常数值（十六进制表示）。注2：业务/应用编码：9字节。注3：保留：保留为将来扩展。注4：序号：0-F。 |

* + 1. 应用注册管理

可信服务管理系统负责对所有市政交通一卡通移动支付应用进行注册管理。应用提供方将应用及其信息向SE-TSM提交注册申请，SE-TSM审核后，为应用分配相关的AID资源信息，流程如图9所示。



标引序号说明：

1——应用提供方向SE-TSM提供应用注册申请信息和相关材料。

2——SE-TSM将市政交通一卡通应用提供方填写的应用注册信息和相关材料信息登记入库。

3——SE-TSM向应用提供方提示操作状态。

4——由人工对应用注册信息和相关材料信息进行审核，并为审查合格的应用分配AID。

5­——应用提供方上传应用，登记备案。信息审核通过后业务管理员将应用状态更新为审批通过；审批通过的市政交通一卡通应用可以进行调测、上线发布。

1. 应用注册管理流程图
	1. SE初始化
		1. 基本要求

SSD和Applet在第一次下载市政交通一卡通应用时应进行初始化和激活。

SSD负责其下市政交通一卡通应用和安全域的管理操作。SSD安全域的初始化密钥采用两级分散体系，如图10所示。

 

1. SSD安全域初始化密钥分散体系
	* 1. SE初始化

SE初始化流程如图11所示。



标引序号说明：

1——客户端向SE-TSM请求获取应用列表。

2——SE-TSM响应应用查询结果。

3——客户端首先进行判断SSD是否创建。

4——如果客户端判断SSD没有创建，则向SE-TSM发起TSM创建请求。

5——SE-TSM判断SSD是否创建。

6——若未创建与客户端交互完成SSD创建操作(预制SSD初始密钥)。

7——客户端与SE-TSM交互完成Applet下载、安装操作。

1. SE初始化流程
	1. 移动支付管理
		1. 基本功能

可信服务管理系统可以通过SSD对应用提供方SSD下的应用进行生命周期管理，包括市政交通一卡通移动支付应用的下载、删除、个人化、锁定/解锁。

* + 1. 应用下载

市政交通一卡通移动支付应用下载流程如图12所示。



标引序号说明：

1——客户端向SE-TSM发起应用下载的认证申请操作。

2——SE-TSM将结果响应至客户端。

3——客户端向SE-TSM发起应用下载请求。

4——­SE-TSM向SP-TSM发起应用下载申请。

5——SP-TSM检查是否具备下载应用条件。

6——SP-TSM将是否允许下载结果反馈至SE-TSM。

7——SE-TSM平台组装应用下载响应指令。

8——SE-TSM响应客户端下载请求。

9——客户端向SE-TSM发送应用下载结果通知。

10——SE-TSM将应用下载结果同步SP-TSM平台。

1. 应用下载流程图
	* 1. 应用删除

应用删除流程如图13所示。



标引序号说明：

1——客户端向SE-TSM发起应用删除认证申请操作。

2——SE-TSM处理后，将处理结果响应至客户端。

3——客户端向SE-TSM发起应用删除请求操作。

4——SE-TSM向SP-TSM发起应用删除申请操作。

5——SP-TSM进行应用是否符合删除条件检查。

6——SP-TSM将是否具备删除条件的结果响应至SE-TSM。

7——SE-TSM进行删除指令脚本准备。

8——SE-TSM进行应用删除指令下发。

9——客户端将应用删除操作结果通知给SE-TSM。

10——SE-TSM将应用删除操作结果通知给SP-TSM。

1. 应用删除流程图
	* 1. 应用锁定/解锁

应用锁定/解锁流程如图14所示。



标引序号说明：

1——客户端向SP-TSM发起应用锁定/解锁请求操作。

2——SP-TSM组织应用锁定/解锁脚本。

3­——SP-TSM下发应用锁定/解锁脚本。

4——客户端将应用锁定/解锁结果通知SP-TSM平台。

5——SP-TSM将应用锁定/解锁结果通知SE-TSM平台。

1. 应用锁定/解锁流程图
	* 1. 应用个人化

应用个人化流程如图15所示。



标引序号说明：

1——客户端向SP-TSM发起申请个人化操作。

2——SP-TSM组织个人化脚本。

3——SP-TSM将脚本发往SE执行。

4——客户端将执行结果通知SP-TSM。

5——SP-TSM将应用个人化状态通知SE-TSM平台。

1. 应用个人化流程图
	1. 平台安全要求

应符合 DB11/T159.4中的相关规定。

1. 客户端软件
	1. 软件架构

客户端软件运行在移动支付终端操作系统中，通过SE对交易敏感信息等加密,并与远程支付系统建立通信连接，完成支付相关功能。软件架构见图16。

|  |  |
| --- | --- |
| 客户端 | 支付应用软件层 |
| HTTP、WAP、SSL、TLS等 | 网络协议层 |
| ANDROID、IOS、鸿蒙等 | 操作系统层 |
| SE | 物理设备层 |

注1：支付应用软件层：客户端软件直接面向用户，通过各种形式的图形化操作界面，为用户提供方便快捷的支付服务。

注2：网络协议层：为客户端提供基础的网络协议服务，包括各种安全通信协议SSL、TLS、WTLS等，也可根据客户端需求提供定制化的专用网络协议。

注3：操作系统层：操作系统层是客户端软件运行的基础平台。目前主流的智能移动支付终端操作系统包括Android、IOS、鸿蒙等。

注4：物理设备层：SE内部安全域存储密钥、数字证书等机密信息，并为客户端提供交易敏感信息加密处理等安全功能。

1. SE客户端软件架构
	1. 基本功能
		1. 注册

用户通过客户端软件向总中心计算机处理系统进行用户注册。

* + 1. 开卡

用户通过客户端软件向可信应用管理系统发起请求，并实现在移动支付终端SE中创建市政交通一卡通应用的过程。

* + 1. 消费

用户通过客户端软件在终端设备或支付平台进行支付交易的过程。

* + 1. 充值

用户通过客户端软件向可信服务管理系统发起充值交易的过程。

* + 1. 退卡

用户通过客户端软件请求可信服务管理系统删除SE应用并退还余额的过程。

* + 1. 迁卡

 用户通过客户端软件向可信服务管理系统发起迁卡请求，并完成卡片应用在移动支付终端SE间转移的过程。

* + 1. 默认应用设置

用户通过客户端软件对移动支付终端的SE中的默认应用（支付交易时的默认应用）进行修改设置的过程。

* + 1. 信息查询

用户通过客户端软件对余额、交易明细等信息进行查询的过程。

* + 1. 密码管理

密码管理是指用户通过客户端软件对登录密码进行管理。密码管理包括密码修改和密码找回两项功能。

* + 1. 版本升级

客户端软件具备版本在线检测和升级功能。

* 1. 应用模型

客户端软件应能向用户提供支付和TSM应用管理等功能。以图文界面方式在支付应用中为用户提供注册、开卡、消费、充值、退卡、迁卡、查询等功能。应用模型见图17。



标引序号说明：

1——用户打开手机客户端软件进行业务操作。

2——客户端软件通过OS将指令写入SE中获取卡片信息。

3——客户端将卡片信息传输到支付内容平台。

4——TSM平台通过加密机生成新的指令发送到客户端软件。

5——客户端软件将TSM系统下发的指令通过OS写入到SE。

6——SE将指令执行后反馈结果到客户端软件。

7——客户端软件向用户展示结果。

1. 客户端应用模型
	1. 安全要求
		1. 人机交互安全

应符合 DB11/T159.4中的相关规定。

* + 1. 软件安全

应符合 DB11/T159.4中的相关规定。

* + 1. 数据安全

应符合 DB11/T159.4中的相关规定。

* + 1. 通信安全

应符合 DB11/T159.4中的相关规定。

* 1. 管理要求
		1. 设计要求

设计应遵循安全、可靠、易用、可维护和可扩展等原则。

* + 1. 开发要求

开发过程中应遵循严格的开发流程和编码安全规范，并进行完整的测试，避免存在漏洞。

开发过程中应建立并维护开发文档，包括需求说明、需求分析、概要设计、详细设计、数据模型设计、源码归档、测试用例及配置管理等。

开发完成后，应进行功能性、安全性和兼容性等方面测试，并同步完成产品手册和用户手册等相关文档。

* + 1. 发布要求

应有严格、规范的上线发布流程，并应提供安全可靠的客户端软件下载、发布和升级渠道。

安装前应有明确的风险提示。安装过程中，应拥有独立的安装目录，唯一的应用标识符，明确的版本序号，不得篡改、覆盖、删除系统文件和其他软件。安装完成后应明确告知用户成功或失败。

卸载时应严格依据登记注册的卸载项，应删除运行时产生的所有缓存文件、日志文件等，不得篡改、覆盖、删除系统文件和其他软件，确保卸载后系统环境正常运行。

* + 1. 维护要求

应有科学、合理的管理策略和执行条例，指导工作协同、项目管理、质量管控、安全检测等，规范日常运维流程。

建立并维护工程实施、项目管理、测试报告、变更控制、系统运维管理、监控与应急管理、安全管理、安全审计等文档。